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ABSTRACT 

The implementation of FPGA in MD5 algorithm is quicker when contrasted with programming execution, however, the 

brute force attack on MD5 actually needs 2-128 cycles hypothetically. This work will investigate the conceivable outcomes 

of improving the speed of brute force on FPGA of MD5 calculation. The proposed plan/technique in FPGA to parallelize 

the quest for a secret key that was hashed with the MD5 calculation. As a proof of idea the understudy will then, at that 

point exhibit the outcome for different secret key lengths appropriate to run inside sensible measure of time, and compare 

performance with the sequential implementation of brute-force attack in a Field Programmable gate array. 
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